INSTRUCTION

COMPUTER NETWORK AND INTERNET ACCEPTABLE USE

Scope of Policy

This Policy and implementing Procedures are intended to serve as a guide to the scope of the District’s authority and the safe and acceptable use of the District’s computers, computer network, and Internet access. This policy governs all use of District computers, the District’s local and/or wide area network, and access to the Internet through District computers or the District’s local and/or wide area network, which will be collectively referred to in this Policy and its implementing Procedures as the District’s “computer network.” For purposes of this Policy and implementing Procedures, use of the District’s “computer network” also shall include any use of computers outside the District’s computer network in those instances where those computers are used to access the District’s computer network. Additionally, use of the District’s “computer network” shall include use of other electronic communication devices owned and/or issued by the District or used to access the District’s computer network, including, but not limited to cellular or mobile phones, smart phones, and text messaging devices.

Access to Electronic Networking

Access to the computer network is a privilege, not a right. The Board has a duty to insure that the manner in which the computer network is used does not conflict with the basic educational mission of the District. Use of the District’s computer network may be restricted in light of the maturity level of students involved and the special characteristics of the school environment. Therefore, the District shall not permit use of the computer network which: (a) disrupts the proper and orderly operation and discipline of the schools in the District; (b) threatens the integrity or efficient operation of the District’s computer network; (c) violates the rights of others; (d) is socially inappropriate or inappropriate for a student’s age or maturity level; (e) is intended as an immediate solicitation of funds, unless approved by the Superintendent or designee for school-related purposes; (f) violates federal, state, or local law, including but not limited to copyright laws; or (g) constitutes gross disobedience or misconduct. The District also shall implement technology protection measures consistent with the Children’s Internet Protection Act and its implementing regulations.

The School District is not responsible for any information that may be lost or damaged, or become unavailable when using the network, or for any information that is retrieved or transmitted via the Internet. Furthermore, the District will not be responsible for any unauthorized charges or fees resulting from access to the Internet.
Acceptable Use

Use of the District’s computer network must be: (1) for educational or research purposes consistent with the District’s educational mission; (2) for legitimate business purposes; or (3) occasional and incidental personal use, provided such use complies with this Policy, its implementing Procedures, and other terms and conditions of computer network access promulgated by the Board of Education or Superintendent. The District’s computer network is not intended to be used as a public forum for general use. Users of the District’s computer network have no expectation of privacy with respect to electronic communications or files created on, or sent to, or via the District’s computer network.

Internet Safety

The Superintendent or designee is authorized to implement this Policy and its Procedures. The Superintendent also may promulgate additional procedures, and other terms and conditions of computer network use as may be necessary to ensure the safe, proper, and efficient operation of the computer network and the individual District schools. The Superintendent or designees shall include measures in this policy’s implementation plan to address the following:

1. Ensure staff supervision of student access to online electronic networks,
2. Restrict student access to inappropriate matter as well as restricting access to harmful materials,
3. Ensure student and staff privacy, safety, and security when using electronic communications,
4. Restrict unauthorized access, including “hacking” and other unlawful activities, and
5. Restrict unauthorized disclosure, use, and dissemination of personal identification information, such as, names and addresses.

LEGAL REF:  Illinois School Student Records Act, 105 ILCS 10/1 et seq.
Family Educational Rights and Privacy Act, 20 U.S.C. § 1232g
Personnel Record Review Act, 820 ILCS 40/0.01 et seq.

CROSS REF:  5-20 (Non-Discrimination and Harassment); 5-25 (Employee Sexual Harassment); 5-95 (Staff Publishing on the Website); 5-98 (Electronic Communications/Social Media Use); 5-120 (Ethics) and 5-170 (Copyright); 7-190 (Student Discipline)
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• Link to: Procedures For Implementing Board Policy 6-220
• Link to Student Handbook and Policy 6-220 Form
• Link to Non-Student Authorization for Computer Network Access